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Risk Short
Title

Cybersecurity
Threats

Description

Unauthorized access or
cyberattacks compromising
project data or system
functionality.

Maintain secure PHC
platforms and protect
sensitive data.

Cybersecurity measures
insufficient for scale of
operations.

Apply strong encryption,
access control, and regular
security audits.
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Weak security
controls

Data loss or
reputational harm
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Last Review Date

44 Winter,
David

04Jul2616
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Mitigating Actions / Response

#1 Policy for strong encryption Winter,
David

17Dec25

#2 Implement access control. Winter,
David

17Dec25

#3 Conduct regular security audits. Winter,
David

17Dec25

Open

Open

Open

Action
Owner

Close
DateActionsID

Data breach or system
downtime.

What Could Go Wrong?

 H-1
 C-1
 Q-1
 S-1

Top Risk Mitigation
Apply strong encryption, access control, and regular security audits.

Top Risk Summary
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